
Privacy policy 

on data processing in connection with the operation of a CCTV surveillance 

system 

 

 
Camera surveillance system operator 

 

AmRest Adria d.o.o. (hereinafter referred to as: 

AmRest)  

seat: Trstenička 2, 10000 Zagreb, Hrvatska.,  

e-mail: info-hr@amrest.eu   

 

Purpose of the recording and scope of the 

personal data processed 

 

AmRest uses the cameras for the following 

purposes: 

- to protect the property in the restaurant, 

cash in the cash register, and to prevent, 

detect and facilitate the subsequent proof 

of any related offences; 

- to protect the property of guests and to 

prevent, detect and facilitate the 

subsequent proof of any related offences; 

- clarifying the circumstances of any 

accident or incident on the premises of the 

restaurant,  

- in case of detection of an infringement, the 

purpose of the processing is to transmit the 

recordings to the competent authorities 

(courts) for the purpose of proceedings.  

 

The camera surveillance system records the image 

of the person entering the monitored area and the 

action of the person as seen on the recording. 

 

Legal basis for the recording 

 

The legal basis for the processing is the legitimate 

interests of AmRest [Article 6(1)(f) GDPR]. 

AmRest's primary legitimate interest is to protect 

property owned by it or belonging to its guests, or 

to clarify the circumstances of an accident or 

damage. 

 

Place and duration of storage of recordings 

 

The recordings are stored on a server located on 

the restaurant premises and are kept for 14 days, 

after which the system automatically deletes the 

recordings by overwriting them.  

 

Who has access and our basic data security 

measures 

 

The restaurant manager, restaurant managers and 

area managers have access to the recordings. 

AmRest's lawyers, the General Manager have 

access to the recordings if the recordings are used 

and the data subject's request is fulfilled.   

 

AmRest stores the recordings on password-

protected IT devices that are not connected to the 

Internet. The IT system logs the access and the 

operation performed. 

 

Your rights and the rules governing the exercise 

of those rights 

 

Right of access. You may request information 

about what is shown in the recording in relation to 

you and the conditions under which the recordings 

are processed. You may request a copy of the 

recording. You can find out more details about this 

by contacting us.  

 

Right to restriction. You may request the blocking 

of recordings, for example, if you wish to use the 

recordings as evidence in legal proceedings 

brought by you.  

 

Right to object. You have the right to object to the 

operation of the CCTV system.  

 

AmRest will respond to your request within a 

maximum of 30 days. To exercise your rights, 

please contact us using the contact details provided 

in the leaflet. 

 

Your enforcement options 

 

If you believe that the data processing in 

connection with the camera surveillance system 

does not comply with the legal requirements, you 

can initiate proceedings with the National 

Authority for Data Protection or take legal action.
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