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SEZNAM DŮVĚRYHODNÝCH PARTNERŮ 

 
Adform 
Účely zpracování: Ukládání nebo přístup k informacím ve vašem zařízení, Vytváření profilu personalizovaných 
reklam, Výběr personalizovaných reklam. 
Účely zpracování na základě oprávněného zájmu: Výběr základních reklam, Měření výkonu reklam, Vývoj a 
zlepšování produktů 
Další účely zpracování: Zajištění bezpečnosti, prevence podvodů a oprava chyb, technické zobrazování reklam 
nebo obsahu. 
Funkce: přiřazování a propojování offline zdrojů dat, Propojení různých zařízení, Přijímání a používání automaticky 
zaslaných charakteristik zařízení pro identifikaci. 
Zásady ochrany osobních údajů důvěryhodného partnera: https://site.adform.com/privacy-center/platform-
privacy/product-and-services-privacy-policy/ 
Webové stránky důvěryhodného partnera: https://site.adform.com/ 
 
Criteo 
Účely zpracování: Ukládání nebo přístup k informacím ve vašem zařízení, Výběr základních reklam, Vytváření 
profilu personalizovaných reklam, Výběr personalizovaných reklam, Měření výkonu reklam. 
Další účely zpracování: Zajištění bezpečnosti, prevence podvodů a opravy chyb.  
Funkce: přiřazování a připojování offline zdrojů dat, propojení různých zařízení, přijímání a používání automaticky 
zasílaných charakteristik zařízení pro identifikaci. 
Zásady ochrany osobních údajů důvěryhodného partnera: https://www.criteo.com/privacy/ 
Webové stránky důvěryhodného partnera: https://www.criteo.com/ 
 
Google - DoubleClick Floodlight 
Účely zpracování: Ukládání nebo přístup k informacím ve vašem zařízení, Vytváření profilu personalizovaných 
reklam, Výběr personalizovaných reklam. 
Účely zpracování na základě oprávněného zájmu: Výběr základních reklam, Vytvoření profilu personalizovaného 
obsahu, Výběr personalizovaného obsahu, Měření výkonu reklam, Použití průzkumu trhu pro získání zpětné vazby 
od publika, Vývoj a zlepšování produktů. 
Další účely zpracování: Zajištění bezpečnosti, Prevence podvodů a oprava chyb, Technické poskytování reklam 
nebo obsahu. 
Funkce: Připojení a připojení offline zdrojů dat, Připojení různých zařízení. 
Speciální funkce: Použití přesných geolokačních dat 
Zásady ochrany osobních údajů důvěryhodného partnera: https://policies.google.com/privacy 
Webové stránky důvěryhodného partnera: https://policies.google.com/ 
 
Google – Google Ads 
Účely zpracování: Ukládání nebo přístup k informacím ve vašem zařízení, Vytváření profilu personalizovaných 
reklam, Výběr personalizovaných reklam. 
Účely zpracování na základě oprávněného zájmu: Výběr základních reklam, Vytvoření profilu personalizovaného 
obsahu, Výběr personalizovaného obsahu, Měření výkonu reklam, Použití průzkumu trhu pro získání zpětné vazby 
od publika, Vývoj a zlepšování produktů. Cele speciální: Zajištění bezpečnosti, Prevence podvodů a oprava chyb, 
Technické poskytování reklam nebo obsahu. 
Další účely zpracování: Zajištění bezpečnosti, prevence podvodů a oprava chyb, technické doručování reklam nebo 
obsahu. 
Funkce: Připojení a připojení offline zdrojů dat, Připojení různých zařízení. 
Speciální funkce: Použití přesných geolokačních dat 
Zásady ochrany osobních údajů důvěryhodného partnera: https://policies.google.com/privacy 
Webové stránky důvěryhodného partnera: https://policies.google.com/ 
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Google - Programmatic DV360 
Účely zpracování: Ukládání nebo přístup k informacím ve vašem zařízení, Vytváření profilu personalizovaných 
reklam, Výběr personalizovaných reklam. 
Účely zpracování na základě oprávněného zájmu: Výběr základních reklam, Vytvoření profilu personalizovaného 
obsahu, Výběr personalizovaného obsahu, Měření výkonu reklam, Použití průzkumu trhu pro získání zpětné vazby 
od publika, Vývoj a zlepšování produktů. 
Další účely zpracování: Zajištění bezpečnosti, prevence podvodů a oprava chyb, technické doručování reklam nebo 
obsahu. 
Funkce: Propojení a připojení offline zdrojů dat, Připojení různých zařízení. 
Speciální funkce: Použití přesných geolokačních dat 
Zásady ochrany osobních údajů důvěryhodného partnera: https://policies.google.com/privacy 
Webové stránky důvěryhodného partnera: https://policies.google.com/ 
 
Google - YouTube 
Účely zpracování: Ukládání nebo přístup k informacím ve vašem zařízení, Vytváření profilu personalizovaných 
reklam, Výběr personalizovaných reklam. 
Účely zpracování na základě oprávněného zájmu: Výběr základních reklam, Vytvoření profilu personalizovaného 
obsahu, Výběr personalizovaného obsahu, Měření výkonu reklam, Použití průzkumu trhu pro získání zpětné vazby 
od publika, Vývoj a zlepšování produktů. 
Další účely zpracování: Zajištění bezpečnosti, prevence podvodů a oprava chyb, technické poskytování reklam 
nebo obsahu. 
Funkce: Propojení a připojení offline zdrojů dat, Připojení různých zařízení. 
Speciální funkce: Použití přesných geolokačních dat 
Zásady ochrany osobních údajů důvěryhodného partnera: https://policies.google.com/privacy 
Webové stránky důvěryhodného partnera: https://policies.google.com/ 
 
LinkedIn 
Účely zpracování: Ukládání nebo přístup k informacím ve vašem zařízení, Vytváření profilu personalizovaných 
reklam, Výběr personalizovaných reklam. 
Účely zpracování na základě oprávněného zájmu: Výběr základních reklam, Měření výkonu reklam, Vývoj a 
zlepšování produktů. 
Další účely zpracování: Zajištění bezpečnosti, prevence podvodů a oprava chyb, technické doručování reklam nebo 
obsahu. 
Zásady ochrany osobních údajů důvěryhodného partnera: https://www.linkedin.com/legal/privacy-policy 
Webové stránky důvěryhodného partnera: https://www.linkedin.com/ 
 
Meta – Facebook Ads 
Účely zpracování: Ukládání nebo přístup k informacím ve vašem zařízení, Vytváření profilu personalizovaných 
reklam, Výběr personalizovaných reklam. 
Další účely zpracování: Zajištění bezpečnosti, prevence podvodů a oprava chyb 
Funkce: Technické doručování reklam nebo obsahu 
Speciální funkce: Aktivní skenování charakteristik zařízení pro účely identifikace. 
Zásady ochrany osobních údajů důvěryhodného partnera: https://www.facebook.com/privacy/policy/ 
Webové stránky důvěryhodného partnera: https://www.facebook.com/ 
 
Meta - Instagram 
Účely zpracování: Ukládání nebo přístup k informacím ve vašem zařízení, Vytváření profilu personalizovaných 
reklam, Výběr personalizovaných reklam. 
Další účely zpracování: Zajištění bezpečnosti, prevence podvodů a oprava chyb 
Funkce: Technické doručování reklam nebo obsahu 
Speciální funkce: Aktivní skenování charakteristik zařízení pro účely identifikace. 
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Zásady ochrany osobních údajů důvěryhodného partnera: https://privacycenter.instagram.com/ 
Webové stránky důvěryhodného partnera: https://www.instagram.com/ 
 
Mobiem - Polsat / Mobiem 
Účely zpracování: Ukládání nebo přístup k informacím ve vašem zařízení, Výběr základních reklam, Vytvoření 
profilu personalizovaných reklam, Výběr personalizovaných reklam, Vytvoření profilu personalizovaného obsahu, 
Výběr personalizovaného obsahu, Měření výkonnosti reklam, Měření výkonnosti obsahu , Použití průzkumu trhu 
pro získání zpětné vazby od publika, Vývoj a zlepšování produktů. 
Další účely zpracování: Zajištění bezpečnosti, prevence podvodů a oprava chyb 
Funkce: Připojení a připojení offline zdrojů dat, Připojení různých zařízení, Přijímání a použití automaticky 
zaslaných charakteristik zařízení pro identifikaci. 
Speciální funkce: Aktivní skenování charakteristik zařízení pro účely identifikace. 
Zásady ochrany osobních údajů důvěryhodného partnera: http://prywatnosc.mobiem.pl/en/polityka-
prywatnosci/ 
Webové stránky důvěryhodného partnera: https://www.mobiem.pl/ 
 
RTB House 
Účely zpracování: Ukládání nebo přístup k informacím o vašem zařízení, Výběr základních reklam, Vytvoření profilu 
personalizovaných reklam, Výběr personalizovaných reklam, Měření výkonu reklam, Vývoj a zlepšování produktů. 
Další účely zpracování: Zajištění bezpečnosti, prevence podvodů a opravy chyb. 
Zásady ochrany osobních údajů důvěryhodného partnera: https://www.rtbhouse.com/privacy-center/services-
privacy-policy/ 
Webové stránky důvěryhodného partnera: https://www.rtbhouse.com/ 
 
Snap - Snapchat 
Účely zpracování: Ukládání nebo přístup k informacím o vašem zařízení, Výběr základních reklam, Vytvoření profilu 
personalizovaných reklam, Výběr personalizovaných reklam, Vytvoření profilu personalizovaného obsahu, Výběr 
personalizovaného obsahu, Měření výkonnosti reklam, Měření výkonnosti obsahu , Použití průzkumu trhu pro 
získání zpětné vazby od publika, Vývoj a zlepšování produktů. 
Další účely zpracování: Zajištění bezpečnosti, prevence podvodů a oprava chyb 
Funkce: Technické doručování reklam nebo obsahu, propojení a připojování offline zdrojů dat, připojování různých 
zařízení, přijímání a používání automaticky zasílaných charakteristik zařízení pro identifikaci. 
Speciální funkce: Aktivní skenování charakteristik zařízení pro účely identifikace. 
Zásady ochrany osobních údajů důvěryhodného partnera: https://www.snap.com/en-US/privacy/privacy-policy 
Webové stránky důvěryhodného partnera: https://www.snap.com/ 
 
TikTok 
Účely zpracování: Ukládání nebo přístup k informacím o vašem zařízení, Výběr základních reklam, Vytvoření profilu 
personalizovaných reklam, Výběr personalizovaných reklam, Měření výkonu reklam, Použití průzkumu trhu pro 
získání zpětné vazby od publika, Vývoj a zlepšování produktů. 
Další účely zpracování: Zajištění bezpečnosti, prevence podvodů a oprava chyb 
Funkce: Technické doručování reklam nebo obsahu, propojení a připojování offline zdrojů dat, připojování různých 
zařízení, přijímání a používání automaticky zasílaných charakteristik zařízení pro identifikaci. 
Speciální funkce: Aktivní skenování charakteristik zařízení pro účely identifikace. 
Zásady ochrany osobních údajů důvěryhodného partnera: https://ads.tiktok.com/i18n/official/policy/product 
Webové stránky důvěryhodného partnera: https://www.tiktok.com/ 
 
TradeTracker 
Účely zpracování: Uložení nebo přístup k informacím o vašem zařízení, Výběr základních reklam, Vytvoření profilu 
personalizovaných reklam, Výběr personalizovaných reklam, Měření výkonu reklam, Použití průzkumu trhu pro 
získání zpětné vazby od publika, Vývoj a zlepšování produktů. 



ISP-PP-9 List of trusted partners   
 

 
Version 2.0 | 17.11.2025   4 

Další účely zpracování: Zajištění bezpečnosti, prevence podvodů a oprava chyb 
Funkce: Technické doručování reklam nebo obsahu, porovnávání a připojování offline zdrojů dat, připojování 
různých zařízení, přijímání a používání automaticky zasílaných charakteristik zařízení pro identifikaci. 
Speciální funkce: Aktivní skenování charakteristik zařízení pro účely identifikace. 
Zásady ochrany osobních údajů důvěryhodného partnera: https://cdn.tradetracker.com/privacy-policy/ 
Webové stránky důvěryhodného partnera: https://tradetracker.com/ 
 
Twitter 
Účely zpracování: Uložení nebo přístup k informacím o vašem zařízení, Výběr základních reklam, Vytvoření profilu 
personalizovaných reklam, Výběr personalizovaných reklam, Měření výkonu reklam, Použití průzkumu trhu pro 
získání zpětné vazby od publika, Vývoj a zlepšování produktů. 
Další účely zpracování: Zajištění bezpečnosti, prevence podvodů a oprava chyb 
Funkce: Technické doručování reklam nebo obsahu, propojení a připojování offline zdrojů dat, připojování různých 
zařízení, přijímání a používání automaticky zasílaných charakteristik zařízení pro identifikaci. 
Speciální funkce: Aktivní skenování charakteristik zařízení pro účely identifikace. 
Zásady ochrany osobních údajů důvěryhodného partnera: https://twitter.com/en/privacy 
Webové stránky důvěryhodného partnera: https://twitter.com/ 
 
App Store 
Účely zpracování: Uložení nebo přístup k informacím ve vašem zařízení, Vytvoření profilu personalizovaných 
reklam, Vytvoření profilu personalizovaného obsahu, Výběr personalizovaného obsahu, Měření výkonnosti obsahu, 
Použití průzkumu trhu pro získání zpětné vazby od publika, Vývoj a zlepšování produktů. 
Další účely zpracování: Technické doručování reklam nebo obsahu, zajištění bezpečnosti, prevence podvodů a 
oprava chyb. 
Funkce: Propojení a připojení offline zdrojů dat, Připojení různých zařízení, Přijímání a použití automaticky 
zaslaných charakteristik zařízení pro identifikaci. 
Speciální funkce: Aktivní skenování charakteristik zařízení pro účely identifikace. 
Zásady ochrany osobních údajů důvěryhodného partnera: https://www.apple.com/legal/privacy/data/en/app-
store/ 
Webové stránky důvěryhodného partnera: https://www.apple.com/ 
 
 
 
Benhauer - Salesmanago 
Účely zpracování: Uložení nebo přístup k informacím ve vašem zařízení, Vytvoření profilu personalizovaných 
reklam, Vytvoření profilu personalizovaného obsahu, Výběr personalizovaného obsahu, Měření výkonnosti obsahu, 
Použití průzkumu trhu pro získání zpětné vazby od publika, Vývoj a zlepšování produktů. 
Další účely zpracování: Technické doručování reklam nebo obsahu, zajištění bezpečnosti, prevence podvodů a 
oprava chyb. 
Funkce: Propojení a připojení offline zdrojů dat, Připojení různých zařízení, Přijímání a použití automaticky 
zaslaných charakteristik zařízení pro identifikaci. 
Speciální funkce: Aktivní skenování charakteristik zařízení pro účely identifikace. 
Zásady ochrany osobních údajů důvěryhodného partnera: https://www.salesmanago.com/info/information-
obligation.htm 
Webové stránky důvěryhodného partnera: https://www.salesmanago.com/ 
 
Piwik Pro - Analytics 
Účely zpracování: Shromažďování analytických údajů o uživatelích 
Zásady ochrany osobních údajů důvěryhodného partnera: https://piwik.pro/privacy-policy/ 
Webové stránky důvěryhodného partnera: https://piwik.pro/ 
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Google - Google Firebase 
Účely zpracování: Shromažďování analytických údajů o uživatelích 
Zásady ochrany osobních údajů důvěryhodného partnera: https://firebase.google.com/support/privacy?hl=en 
Webové stránky důvěryhodného partnera: https://firebase.google.com/ 
 
Google - Google Play 
Účely zpracování: Uložení nebo přístup k informacím ve vašem zařízení, Vytvoření profilu personalizovaných 
reklam, Vytvoření profilu personalizovaného obsahu, Výběr personalizovaného obsahu, Měření výkonnosti obsahu, 
Použití průzkumu trhu pro získání zpětné vazby od publika, Vývoj a zlepšování produktů. 
Další účely zpracování: Technické doručování reklam nebo obsahu, zajištění bezpečnosti, prevence podvodů a 
oprava chyb. 
Funkce: Propojení a připojení offline zdrojů dat, Připojení různých zařízení, Přijímání a použití automaticky 
zaslaných charakteristik zařízení pro identifikaci. 
Zásady ochrany osobních údajů důvěryhodného partnera: https://policies.google.com/privacy 
Webové stránky důvěryhodného partnera: https://policies.google.com/ 
 
Hot Jar 
Účely zpracování: Shromažďování analytických údajů o uživatelích 
Zásady ochrany osobních údajů důvěryhodného partnera: https://www.hotjar.com/legal/policies/privacy/ 
Webové stránky důvěryhodného partnera: https://www.hotjar.com/ 
 
HUAWEI - HUAWEI AppGallery 
Účely zpracování: Uložení nebo přístup k informacím ve vašem zařízení, Vytvoření profilu personalizovaných 
reklam, Vytvoření profilu personalizovaného obsahu, Výběr personalizovaného obsahu, Měření výkonnosti obsahu, 
Použití průzkumu trhu pro získání zpětné vazby od publika, Vývoj a zlepšování produktů. 
Další účely zpracování: Technické doručování reklam nebo obsahu, zajištění bezpečnosti, prevence podvodů a 
oprava chyb. 
Funkce: Propojení a připojení offline zdrojů dat, Připojení různých zařízení, Přijímání a použití automaticky 
zaslaných charakteristik zařízení pro identifikaci. 
Speciální funkce: Aktivní skenování charakteristik zařízení pro účely identifikace. 
Zásady ochrany osobních údajů důvěryhodného partnera: 
https://privacy.consumer.huawei.com/legal/hiapp/privacy-
statement.htm?country=DE&branchid=2&language=en_US 
Webové stránky důvěryhodného partnera: https://www.huawei.com/ 
 
 
Insider 
Účely zpracování: Uložení nebo přístup k informacím ve vašem zařízení, Vytvoření profilu personalizovaného 
obsahu, Výběr personalizovaného obsahu, Měření výkonnosti obsahu , Použití průzkumu trhu pro získání zpětné 
vazby od publika, Vývoj a zlepšování produktů. 
Další účely zpracování: Zajištění bezpečnosti, prevence podvodů a oprava chyb 
Funkce: Připojení a připojení offline zdrojů dat, Připojení různých zařízení, Přijímání a použití automaticky 
zaslaných charakteristik zařízení pro identifikaci. 
Speciální funkce: Aktivní skenování charakteristik zařízení pro účely identifikace. 
Zásady ochrany osobních údajů důvěryhodného partnera: https://useinsider.com/privacy-policy/ 
Webové stránky důvěryhodného partnera: https://useinsider.com/ 
 
Justtag 
Účely zpracování: Uložení nebo přístup k informacím ve vašem zařízení, Vytvoření profilu personalizovaných 
reklam, Vytvoření profilu personalizovaného obsahu, Výběr personalizovaného obsahu, Měření výkonnosti obsahu 
, Použití průzkumu trhu pro získání zpětné vazby od publika, Vývoj a zlepšování produktů. 
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Další účely zpracování: Zajištění bezpečnosti, prevence podvodů a oprava chyb 
Funkce: Připojení a připojení offline zdrojů dat, Připojení různých zařízení, Přijímání a použití automaticky 
zaslaných charakteristik zařízení pro identifikaci. 
Speciální funkce: Aktivní skenování charakteristik zařízení pro účely identifikace. 
Zásady ochrany osobních údajů důvěryhodného partnera: https://www.justtag.com/PRIVACY_POLICY.pdf 
Webové stránky důvěryhodného partnera: https://www.justtag.com/ 
 
LinkedIn 
Účely zpracování: zpracování pouze v souvislosti se zpracováním profilu, včetně informování uživatelů o činnosti 
správce a propagace různých typů akcí, služeb a produktů, jakož i komunikace s uživateli prostřednictvím funkcí 
dostupných na sociálních sítích. Právním základem zpracování osobních údajů Správcem pro tento účel je jeho 
oprávněný zájem (čl. 6 odst. 1 písm. f) GDPR) spočívající v propagaci vlastní značky a budování a udržování 
komunity spojené se značkou. 
Zásady ochrany osobních údajů důvěryhodného partnera: https://www.linkedin.com/legal/privacy-policy 
Webové stránky důvěryhodného partnera: https://www.linkedin.com/ 
 
Meta - Facebook 
Účely zpracování: zpracování pouze v souvislosti se zpracováním profilu, včetně informování uživatelů o činnosti 
správce a propagace různých typů akcí, služeb a produktů, jakož i komunikace s uživateli prostřednictvím funkcí 
dostupných na sociálních sítích. Právním základem zpracování osobních údajů Správcem pro tento účel je jeho 
oprávněný zájem (čl. 6 odst. 1 písm. f) GDPR) spočívající v propagaci vlastní značky a budování a udržování 
komunity spojené se značkou. 
Zásady ochrany osobních údajů důvěryhodného partnera: https://www.facebook.com/privacy/policy/ 
Webové stránky důvěryhodného partnera: https://www.facebook.com/ 
 
Meta - Instagram 
Účely zpracování: zpracování pouze v souvislosti se zpracováním profilu, včetně informování uživatelů o činnosti 
správce a propagace různých typů akcí, služeb a produktů, jakož i komunikace s uživateli prostřednictvím funkcí 
dostupných na sociálních sítích. Právním základem zpracování osobních údajů Správcem pro tento účel je jeho 
oprávněný zájem (čl. 6 odst. 1 písm. f) GDPR) spočívající v propagaci vlastní značky a budování a udržování 
komunity spojené se značkou. 
Zásady ochrany osobních údajů důvěryhodného partnera: https://privacycenter.instagram.com/ 
Webové stránky důvěryhodného partnera: https://www.instagram.com/ 
 
 
PayU 
Účely zpracování: Zpracování platebních transakcí 
Zásady ochrany osobních údajů důvěryhodného partnera: https://www.payu.in/privacy-policy 
Webové stránky důvěryhodného partnera: https://www.payu.in/ 
 
Sentry 
Účely zpracování: Uložení nebo přístup k informacím ve vašem zařízení, Vytvoření profilu personalizovaného 
obsahu, Výběr personalizovaného obsahu, Měření výkonnosti obsahu , Použití průzkumu trhu pro získání zpětné 
vazby od publika, Vývoj a zlepšování produktů. 
Další účely zpracování: Zajištění bezpečnosti, prevence podvodů a oprava chyb 
Funkce: Připojení a připojení offline zdrojů dat, Připojení různých zařízení, Přijímání a použití automaticky 
zaslaných charakteristik zařízení pro identifikaci. 
Speciální funkce: Aktivní skenování charakteristik zařízení pro účely identifikace. 
Zásady ochrany osobních údajů důvěryhodného partnera: https://www.sentry.com/privacy-policy 
Webové stránky důvěryhodného partnera: https://www.sentry.com/ 
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TikTok 
Účely zpracování: zpracování pouze v souvislosti se zpracováním profilu, včetně informování uživatelů o činnosti 
správce a propagace různých typů akcí, služeb a produktů, jakož i komunikace s uživateli prostřednictvím funkcí 
dostupných na sociálních sítích. Právním základem zpracování osobních údajů Správcem pro tento účel je jeho 
oprávněný zájem (čl. 6 odst. 1 písm. f) GDPR) spočívající v propagaci vlastní značky a budování a udržování 
komunity spojené se značkou. 
Zásady ochrany osobních údajů důvěryhodného partnera: https://ads.tiktok.com/i18n/official/policy/product 
Webové stránky důvěryhodného partnera: https://www.tiktok.com/ 
 
Twitter 
Účely zpracování: zpracování pouze v souvislosti se zpracováním profilu, včetně informování uživatelů o činnosti 
správce a propagace různých typů akcí, služeb a produktů, jakož i komunikace s uživateli prostřednictvím funkcí 
dostupných na sociálních sítích. Právním základem zpracování osobních údajů Správcem pro tento účel je jeho 
oprávněný zájem (čl. 6 odst. 1 písm. f) GDPR) spočívající v propagaci vlastní značky a budování a udržování 
komunity spojené se značkou. 
Zásady ochrany osobních údajů důvěryhodného partnera: https://twitter.com/en/privacy 
Webové stránky důvěryhodného partnera: https://twitter.com/ 
 
Vercom - Redlink 
Účely zpracování: Uložení nebo přístup k informacím ve vašem zařízení, Vytvoření profilu personalizovaných 
reklam, Vytvoření profilu personalizovaného obsahu, Výběr personalizovaného obsahu, Měření výkonnosti obsahu 
, Použití průzkumu trhu pro získání zpětné vazby od publika, Vývoj a zlepšování produktů. 
Další účely zpracování: Technické doručování reklam nebo obsahu, zajištění bezpečnosti, prevence podvodů a 
oprava chyb. 
Funkce: Připojení a připojení offline zdrojů dat, Připojení různých zařízení, Přijímání a použití automaticky 
zaslaných charakteristik zařízení pro identifikaci. 
Speciální funkce: Aktivní skenování charakteristik zařízení pro účely identifikace. 
Zásady ochrany osobních údajů důvěryhodného partnera: https://www.redlink.pl/polityka-prywatnosci/ 
Webové stránky důvěryhodného partnera: https://www.redlink.pl/ 
 
Worldpay 
Účely zpracování: Zpracování platebních transakcí 
Zásady ochrany osobních údajů důvěryhodného partnera: https://online.worldpay.com/terms/privacy 
Webové stránky důvěryhodného partnera: https://worldpay.fisglobal.com/ 
 
YouTube 
Účely zpracování: zpracování pouze v souvislosti se zpracováním profilu, včetně informování uživatelů o činnosti 
správce a propagace různých typů akcí, služeb a produktů, jakož i komunikace s uživateli prostřednictvím funkcí 
dostupných na sociálních sítích. Právním základem zpracování osobních údajů Správcem pro tento účel je jeho 
oprávněný zájem (čl. 6 odst. 1 písm. f) GDPR) spočívající v propagaci vlastní značky a budování a udržování 
komunity spojené se značkou. 
Zásady ochrany osobních údajů důvěryhodného partnera: https://policies.google.com/privacy 
Webové stránky důvěryhodného partnera: https://policies.google.com/ 
 
Adobe - Adobe Analytics 
Účely zpracování: Shromažďování analytických údajů o uživatelích 
Zásady ochrany osobních údajů důvěryhodného partnera: https://www.adobe.com/cz/privacy.html 
Webové stránky důvěryhodného partnera: https://www.adobe.com/ 
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SessionM 
Účely zpracování: Uložení nebo přístup k informacím ve vašem zařízení, Použití průzkumu trhu pro získání zpětné 
vazby od publika, Vývoj a zlepšování produktů. 
Další účely zpracování: Zajištění bezpečnosti, prevence podvodů a oprava chyb 
Funkce: Připojení a připojení offline zdrojů dat, Připojení různých zařízení, Přijímání a použití automaticky 
zaslaných charakteristik zařízení pro identifikaci. 
Speciální funkce: Aktivní skenování charakteristik zařízení pro účely identifikace. 
Zásady ochrany osobních údajů důvěryhodného partnera: https://www.sessionm.com/privacy-and-data-
protection/ 
Webové stránky důvěryhodného partnera: https://www.sessionm.com/ 
 
FOODORA 
Účely zpracování: Ukládání nebo přístup k informacím ve vašem zařízení, výběr základních reklam, vytváření 
profilu personalizovaných reklam, výběr personalizovaných reklam, vytváření profilu personalizovaného obsahu, 
výběr personalizovaného obsahu, měření výkonu reklam, měření výkonu obsahu, vývoj a vylepšování produktů. 
Účely zpracování založené na oprávněném zájmu: Ukládání nebo přístup k informacím ve vašem zařízení, výběr 
základních reklam, vytváření profilu personalizovaných reklam, výběr personalizovaných reklam, vytváření profilu 
personalizovaného obsahu, výběr personalizovaného obsahu, měření výkonu reklam, měření výkonu obsahu, vývoj 
a vylepšování produktů. 
Další účely zpracování: Zajištění bezpečnosti, prevence podvodů, oprava chyb, doručování reklam nebo obsahu 
Funkce: Technické doručování reklam nebo obsahu, Porovnávání a propojování zdrojů dat, Propojování  
různých zařízení. 
Zásady ochrany osobních údajů důvěryhodného partnera: https://www.foodora.cz/contents/privacy.htm 
Webové stránky důvěryhodného partnera: https://www.foodora.cz 
 
BOLT 
Účely zpracování: Ukládání nebo přístup k informacím ve vašem zařízení, výběr základních reklam, vytváření 
profilu personalizovaných reklam, výběr personalizovaných reklam, vytváření profilu personalizovaného obsahu, 
výběr personalizovaného obsahu, měření výkonu reklam, měření výkonu obsahu, vývoj a vylepšování produktů. 
Účely zpracování založené na oprávněném zájmu: Ukládání nebo přístup k informacím ve vašem zařízení, výběr 
základních reklam, vytváření profilu personalizovaných reklam, výběr personalizovaných reklam, vytváření profilu 
personalizovaného obsahu, výběr personalizovaného obsahu, měření výkonu reklam, měření výkonu obsahu, vývoj 
a vylepšování produktů. 
Další účely zpracování: Zajištění bezpečnosti, prevence podvodů, oprava chyb, doručování reklam nebo obsahu 
Funkce: Technické doručování reklam nebo obsahu, Porovnávání a propojování zdrojů dat, Propojování  
různých zařízení. 
Zásady ochrany osobních údajů důvěryhodného partnera: https://bolt.eu/cs-cz/privacy/ 
Webové stránky důvěryhodného partnera: https://bolt.eu/ 
 
WOLT 
Účely zpracování: Ukládání nebo přístup k informacím ve vašem zařízení, výběr základních reklam, vytváření 
profilu personalizovaných reklam, výběr personalizovaných reklam, vytváření profilu personalizovaného obsahu, 
výběr personalizovaného obsahu, měření výkonu reklam, měření výkonu obsahu, vývoj a vylepšování produktů. 
Účely zpracování založené na oprávněném zájmu: Ukládání nebo přístup k informacím ve vašem zařízení, výběr 
základních reklam, vytváření profilu personalizovaných reklam, výběr personalizovaných reklam, vytváření profilu 
personalizovaného obsahu, výběr personalizovaného obsahu, měření výkonu reklam, měření výkonu obsahu, vývoj 
a vylepšování produktů. 
Další účely zpracování: Zajištění bezpečnosti, prevence podvodů, oprava chyb, doručování reklam nebo obsahu 
Funkce: Technické doručování reklam nebo obsahu, Porovnávání a propojování zdrojů dat, Propojování  
různých zařízení. 
Zásady ochrany osobních údajů důvěryhodného partnera: https://explore.wolt.com/cs/cze/privacy 

https://www.sessionm.com/
https://bolt.eu/cs-cz/privacy/
https://bolt.eu/
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Webové stránky důvěryhodného partnera: https://wolt.com/ 
 

https://wolt.com/

